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Abstract of the contribution: This contribution provides some clarifications regarding the use of user preference and its relationship with the URSPs.
1. Background
In SA2#128, there were some discussion on the use of user preference and its relationship with URSP triggered by S2-187134.
However, during the disucssion, it was clear that there were lots of confusions and misunderstandings of the issues involved. Therefore, the CR was postponed to allow further discussion and clarifications. 

This contribution reviewed some of the points and tries to bring clarity to the decision making regarding this topic.       

2. Discussion of the user preference use cases
2.1 What is user preference

As what has been defined in TS 23.502, the user preference is:
User Preferences: The list of configuration parameters provided by the layer (e.g. application) over NAS and used by the UE for access network and discovery selection and PDU Session selection.

In addition, as explained during the discussion by Motorola of a typical use case of user preference:

The operator can configure in the UE a list of DNN profiles, each profile including: DNN name, S-NSSAI, username / password (if authentication is required), connection type(s), HTTP Proxy to be used, etc. When a UE application requests a connection type=xyz, the DNN profile that supports this connection type is used. There is no need to use USRP rules.
It is obvious that the "user" is not referring to the human operating the UE. It is rather the user of the 3GPP stack (or modem), and the "user preference" is a combination of all the factors, including what the application requested and what the configuration the UE has. 

Therefore, assuming that allowing user preference would result in misconfiguration is not correct. And, prohibiting the use of user preference actually prevents the current practice of the operators being used in 5GS. 

Observations 1: User preference is a consolidated output from upper layer regarding the use of a connection for an application, and in most cases is based on configurations provided by operators.    

2.2
The operation with URSP when user preference indicates DNN
2.2.1 When the DNN is provided by user preference

When the DNN is indicated by the user preference, e.g. as explained in 2.1, there are two possible interactions with the URSP. 

As current defined in TS 23.503, the URSP Traffic Descriptor can take DNN as inputs:

Table 6.6.2.1-2: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	Yes
	UE context

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is the DNN information provided by the application
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3
	Mandatory
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.


It is also clarified that: 

-
DNN Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included DNNs. It includes one or more DNN(s). When DNN is used in Traffic Descriptor, corresponding Route Selection Descriptor of the rule shall not include DNN Selection component.

Depends on how the operator sets the URSP, i.e. whether the DNN based traffic descriptor is used, the two cases are possible:

-
In the first type of cases, the operator sets the URSP rule based on DNN, the user preference and the URSP is compliant and there wouldn't be any conflict.

-
In the second type of cases, the operator sets the URSP using other traffic descriptor, and therefore the matching URSP may return a different DNN than that indicated by the user preference. There are further two cases:
- 
If the matching URSP's traffic descriptor is for the specific application, it is reasonable to assume that the operator has special request for this application and using the URSP indicated DNN should be acceptable. 

-
On the other hand, if the matching URSP's traffic descriptor is a "match-all" filter, i.e. it means a default setting for any applications, it is rather better to use the DNN indicated by the user preference.   
Based on this, the recommendation for the operators are:

- 
to always generate a URSP rule with DNN based Traffic Descriptor when it has configuration on UE for the use of DNN (user preference);

-
UE follows URSP when the URSP rule matching is based on Application ID;

-
UE is allowed to use user preference when the matched URSP ruel is the default rule (with "match-all" filter).

Observations 2: When user preference indicates DNN, the behaviour of UE and URSP setting should follow the above recommendation. 
2.2.2
When there are settings for roaming case

As of the current design, the URSP is provided to the UE from HPLMN. Therefore, the rules are based on configurations for PDU sessions used in HPLMN. In certain cases, there are different configurations for the PDU type or DNN when the UE is roaming, e.g. using IPv6 when in HPLMN, and using IPv4 when roaming. 
In this case, URSP itself does not have a way to differeniate the settings for the same Application. Therefore, user preference would need to be used to configure the UE accordingly. 

Observations 3: When roaming, user preference should be allowed to be used over the URSP. 
Alternatively, if the operator knows that an application may have different configurations in different PLMNs, it would not generate URSP for it, and rely only on configuration on the UE (user preferences), and no default URSP rule (with "match-all" filter) should be included in URSP. 

2.2.3
Incorrect configuration handling

For PDU session establishement, it is not reqired that all the parameters are set. Actually, the network side can make the final decision and fill in the corresponding settings for certain parameters. Therefore, when the user preference or URSP does not provide all the parameters, the UE can have the flexibility of choosing some parameters or leave those unspecified.

On the other hand, there were cases raised where the DNN indicated by user preference are not supported by the slices the UE is currently allowed. However, this is situation applies to both URSP or user preference, as URSP is configured by HPLMN and may not be always right in VPLMN. 

When the wrong configuration is used by the UE, the Network can have the final decision anyway, as specified in TS 23.503 clause 6.6.2.1:

In the case of network rejection of the PDU Session Establishment Request, the UE may trigger a new PDU Session establishment based on the rejection cause and the URSP policy.

Therefore, if a wrong DNN is requested, the network can indicate that in the PDU Session establishement rejection, and UE can adjust the configuration accordingly.    

Observations 4: Incorrect configuration can be always corrected by the network.   
3. Conclusion and proposal
It is proposed to either keep the current text in TS 23.503 regarding user preference and URSP to achieve max flexibility, or follow Observation 2 to work with UE vendors to set correct URSP to avoid problems.
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